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The following slides will take you 
through the process of requesting 
information from an automaker 
using the AASRA Portal



Carefully review the 
descriptions to determine the 

appropriate customer 
authorisation form for the 

transaction  

Choose Security 
Request from 
menu on left

Click the Blue Button 
to open the form of 

your choice. 

Process Overview
Login to SDRM 

https://sdrm.aasra.com.au 

Username: email used to setup AASRA 
account 
Password: 12 characters 
Passcode: Generated by Twilio Authy

Complete the form and 
upload proof of authority 

documentation

Tick “Prepare Security 
Request”

Automaker manually uploads 
Information to SDRM VSP collects information 

From sdrm.aasra.com.au and 
completes repair 

(Please review appendix for 
automakers with variations)

Automaker Receives 
Request In coming months large volume 

automakers will be automating 
their process with SDRM. VSPs 

will receive instantaneous 
responses

Downloadable Tax Invoice 
available in your account 

for 30 days 
31+ email to your AASRA 

account email

Pay for Data 
Stripe emails tax Inv with 

VIN

Tick “Pay and Send 
Request”

https://sdrm.aasra.com.au
http://sdrm.aasra.com.au


Security Request

You are 
required to 

abide by these 
rules

When you press Security Request this 
screen will display



Review the use case for each type of authorisation form to determine which is best for your application.  
Click the blue button to open the form



Use either Rego or VIN and tick “Decode”

New Feature: If the VIN does not decode you can manually edit 

Some very new vehicles are not yet in the 3rd party data SDRM uses to fill your 
form. 

See next 2 slides for example



VIN that will not 
Decode



The VIN you entered will copy 
to the manual entry screen 

Complete the rest of the fields 
and tick “Submit” to continue. 

This is not a common occurrence but SDRM has a 
solution

VIN that will not 
Decode



Security Request - Authorisation Form

• Vehicle owner or a person authorised by the owner must provide 
information for this part of the form. 


• If the person presenting the vehicle gives you any doubt, call the 
vehicle owner listed on the ownership documents.


• If the customer is strongly opposing letting you take a picture of their 
driver’s licence inform them that you must review it and enter the 
information in the form. This is to protect you from accidentally 
assisting a theft. 


• Sometimes addresses do not line up for good reasons. Use good 
judgement and ask for explanation if you find that addresses are 
different between documents.  



Security Request - Upload Files

• The behaviour of the upload button changes based upon the device 
you are using to complete the form. (Next slide for examples)


• All uploaded documents are encrypted both in and out of SDRM so 
even if someone were able to hack the system we use bank level 
security keys to protect the information. 



Security Request - Upload Files

It is very acceptable to have the customer hold their 
licence and ownership document while you take a 

picture and upload them as one picture.  
Just be sure they are clear and readable. 

Your phone and some tablets with cameras 
will offer to use the camera to capture images 

(this is the preferred method for SDRM)


All devices will offer you an option to locate a 
picture (file) on your device and upload it. When 
you take pictures please observe Australian law 
and delete them from your device once they are 

uploaded. 



VSP Info

This information is completed 
by SDRM for you.  

When you are ready to 
complete your request click 
“Sign” and use your finger or 

mouse to sign



Security Requests - VSP Signature 

Sign and Save



Security Requests

Automaker pricing for ALL types 
of available security information 

will be displayed in this box. 

You will choose what you want 
on the next screen.

If you are ready to send the 
request to the automaker press 

this button first. 
This will create the record in 

SDRM
If you decide to cancel the request or 

you need to come back later to 
complete it use the associated buttons. 
The Complete Order button is not used 
until you have received your information



Choose the information you need

• Choose from the list 
• This will vary by automaker 

in both pricing and what 
they have 

• Some brands do not have 
radio code.  

• Some provide all 
information at one price 

• Some are ala carte

From this point until you collect the 
information and the transaction is 

closed this area will show the status of 
your request



Security Requests

When you are done selecting 
the information you desire tick 

Pay and Send Request 

Note: SDRM will now display the total cost.  
AASRA fee covers credit card processing fees 
and ongoing system updates and maintenance



Payment and Invoice

• Stripe will display the 
payment screen next 

• SDRM does not retain any 
credit card details.  

• You may setup your card to 
be reused when you do 
transactions so you do not 
have to enter the 
information each time. 



Please allow up to 24 hours during business for your order to be reviewed and fulfilled

Transaction is sent to automaker

SDRM emails you a receipt but you can also click the button to 
view the receipt again on your screen or you can return to the form 

for review. 



Emailed Tax Invoice 
Example

New Feature: the VIN is 
provided as a reference



Where to Find Your Requests

• You will be alerted by email 
when an automaker has fulfilled 
a manual order. 

• Automakers whose Security 
Requests are automated will be 
available within seconds of the 
payment being submitted 

• The Dashboard contains your 
saved, pending and completed 
security requests 

• At the top of the dashboard are 
any system wide notifications. 
They will remain active until you 
read them and dismiss them



Where to Find Your Requests
Click Dashboard on the top 

left of the screen

When a request has been 
submitted for fulfillment or 

the automaker has 
responded it will appear 
with a blue View button

Requests that you have 
saved to complete later will 

have a Green Edit button



Gathering Information from an automaker response
When you receive notification that 
your request is complete open the 

customer authorisation form on your 
dashboard. 

At the bottom of the form you will see the “View Response” button 
shown in the Security Request Information section. When you tick 

the button you will have 60 seconds to view and capture the 
security data. 



Collecting Data and Complete Order
Security information will be displayed for 60 seconds. When the 

time is up, the information is removed and no longer accessible in 
SDRM. 

When you have accessed your information use the Complete Order 
button to move it to the completed section of your dashboard

After you Complete your order use 
the Back To Dashboard button to 

close the window 



Appendix
Automakers with special processes

• All brands who have a NPB banner on their logo in the AASRA automaker websites page 
do not process security requests through AASRA. Contact them using the links on their 
website which is also located on this page. 


• Subaru processes Security Requests directly through their website using AASRA 
Credentials


• KIA will have their process automated in February 2023 other brands will follow this 
document will be amended as needed 


• AASRA will also publish notifications for VSPs in their dashboards as brands switch to 
automated responses. 


• Some brands are too low volume and will remain manual but have committed to 24 hour or 
less responses on M-F

https://aasra.com.au/?page_id=344
https://www.right-2-repair.com.au/subaru

